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protest coordinator at 202–452–5112, 
and e-mails to Brenda_Hudgens- 
Williams@blm.gov. Please direct the 
follow-up letter to the appropriate 
address provided below. The protest 
must contain: 

(1) The name, mailing address, 
telephone number and interest of the 
person filing the protest; 

(2) A statement of the issue or issues 
being protested; 

(3) A statement of the part or parts of 
the plan amendment (Proposed Plan) 
being protested; 

(4) A copy of all documents 
addressing the issue or issues that were 
submitted during the planning process 
by the protesting party or an indication 
of the date the issue or issues were 
discussed for the record; and 

(5) A concise statement explaining 
why the State Director’s decision is 
believed to be wrong. 

All protests must be in writing and 
mailed to one of the following 
addresses: 

Regular Mail: Director (210), 
Attention: Brenda Williams, P.O. Box 
66538, Washington, DC 20035. 

Overnight Mail: Director (210), 
Attention: Brenda Williams, 1620 L 
Street, NW., Suite 1075, Washington, 
DC 20036. 

Individual respondents may request 
confidentiality. If you wish to withhold 
your name or street address from public 
review or from disclosure under the 
Freedom of Information Act, you must 
state this prominently at the beginning 
of your protest. Such requests will be 
honored to the extent allowed by law. 
All protests from organizations and 
businesses, and from individuals 
identifying themselves as 
representatives or officials of 
organizations or businesses, will be 
available for public inspection in their 
entirety. The Director will promptly 
render a decision on protests. The 
decision will be in writing and will be 
sent to the protesting party by certified 
mail, return receipt requested. The 
decision of the Director is the final 
decision of the Department of the 
Interior. 

Dated: May 17, 2006. 

Jamie E. Connell, 
Field Manager. 

This document was received at the Office 
of the Federal Register on August 31, 2006. 

[FR Doc. E6–14695 Filed 9–6–06; 8:45 am] 

BILLING CODE 4310–JB–P 

DEPARTMENT OF THE INTERIOR 

National Park Service 

White-tailed Deer Management Plan/ 
Environmental Impact Statement, 
Valley Forge National Historical Park, 
King of Prussia, PA 

AGENCY: National Park Service, Interior. 
ACTION: Notice of intent to prepare a 
White-tailed Deer Management Plan/ 
Environmental Impact Statement, Valley 
Forge National Historical Park, King of 
Prussia, Pennsylvania. 

SUMMARY: Under the provisions of the 
National Environmental Policy Act of 
1969, the National Park Service (NPS) 
will prepare a White-tailed Deer 
Management Plan/Environmental 
Impact Statement (EIS) for Valley Forge 
National Historical Park (NHP), King of 
Prussia, Pennsylvania. The purpose of 
this plan and EIS is to support long-term 
protection, preservation, and restoration 
of native vegetation and other natural 
resources within the park. A scoping 
brochure will be prepared that details 
the issues identified to date, and 
possible alternatives to be considered. 
Brochures may be obtained from 
Kristina Heister, Natural Resources 
Manager, Valley Forge NHP or from the 
Valley Forge NHP Web site (http:// 
www.nps.gov/vafo). 
DATES: The NPS will accept comments 
from the public regarding this Notice of 
Intent until October 10, 2006. In 
addition, several public scoping 
meetings will be conducted in the 
Valley Forge area beginning in Fall 
2006. Please check local newspapers, 
the park Web site or contact Kristina 
Heister. 

ADDRESSES: Information will be 
available for public review and 
comment at the Valley Forge NHP 
library by appointment (Contact 
dona_mcdermott@nps.gov), local public 
libraries, park Web site at http:// 
www.nps.gov/vafo, and the Planning, 
Environment and Public Comment 
(PEPC) Web site at http:// 
parkplanning.nps.gov. 

FOR FURTHER INFORMATION CONTACT: 
Kristina Heister, Natural Resources 
Manager, Valley Forge NHP, 1400 North 
Outer Line Drive, King of Prussia, 
Pennsylvania 19406, or 
kristina_heister@nps.gov. 

SUPPLEMENTARY INFORMATION: A major 
purpose of Valley Forge National 
Historical Park is preservation of the 
‘‘cultural and natural resources that 
embody and commemorate the Valley 
Forge experience and the American 
Revolution.’’ The purpose of this plan 

and environmental impact statement is 
to support long-term protection, 
preservation, and restoration of native 
vegetation and other natural resources 
within the park. A deer management 
plan is needed at this time to address 
browsing by an increasing number of 
deer over the past two decades and 
resulting changes in the species 
composition, abundance, and 
distribution of native plant communities 
and associated wildlife. The plan will 
also provide opportunities for 
coordinating management actions with 
other jurisdictional entities. The plan 
will develop an informed, scientifically- 
based approach to deer management 
that will maintain a white-tailed deer 
population within the park while 
ensuring the natural resources that 
support the purposes of Valley Forge 
National Historical Park remain in good 
condition. 

A set of objectives further describing 
the purpose of the plan will be included 
in the public scoping brochure. A list of 
preliminary alternatives that will be 
considered to meet the purpose and 
need, including continuation of current 
management (no-action alternative) also 
will be provided. 

Persons commenting on the purpose, 
need, objectives, preliminary 
alternatives, or any other issues 
associated with the plan, may submit 
comments by any one of several 
methods (see below). The dates and 
times of public scoping meetings will be 
advertised a minimum of 15 days in 
advance. Notice of the meetings will be 
posted in local newspapers, libraries, on 
the park Web site and the Planning, 
Environment and Public Comment 
(PEPC) Web site. In addition, a public 
scoping brochure will be mailed to 
interested parties. 

Comments may be mailed to Natural 
Resource Management, Valley Forge 
NHP, 1400 North Outer Line Drive, King 
of Prussia, Pennsylvania 19406 or sent 
via the Internet at http:// 
parkplanning.nps.gov. Please submit 
Internet comments as a text file avoiding 
the use of special characters and any 
form of encryption. Please put ‘‘Deer 
Management’’ in the subject line and 
include your name and return address 
in your Internet message. If persons 
commenting do not receive a receipt 
confirmation from the system, please 
contact Kristina Heister. 

Our practice is to make comments, 
including names, home addresses, home 
phone numbers, and e-mail addresses of 
respondents, available for public 
review. Individual respondents may 
request that we withhold their names 
and/or home addresses, etc., but if you 
wish us to consider withholding this 
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information you must state this 
prominently at the beginning of your 
comments. In addition, you must 
present a rationale for withholding this 
information. This rationale must 
demonstrate that disclosure would 
constitute a clearly unwarranted 
invasion of privacy. Unsupported 
assertions will not meet this burden. In 
the absence of exceptional, 
documentable circumstances, this 
information will be released. We will 
always make submissions from 
organizations or businesses, and from 
individuals identifying themselves as 
representatives of or officials of 
organizations or businesses, available 
for public inspection in their entirety. 

Dated: August 30, 2006. 
Mary Bomar, 
Regional Director, Northeast Region. 
[FR Doc. E6–14783 Filed 9–6–06; 8:45 am] 
BILLING CODE 4310–DJ–P 

DEPARTMENT OF JUSTICE 

[AAG/A Order No. 014–2006] 

Privacy Act of 1974; System of 
Records 

Pursuant to the Privacy Act of 1974 (5 
U.S.C. 552a), notice is hereby given that 
the Justice Management Division (JMD), 
Department of Justice (DOJ), proposes to 
revise a system of records entitled 
‘‘Nationwide Joint Automated Booking 
System (JABS), Justice/DOJ–005,’’ last 
published April 23, 2001 (66 FR 20478). 
JABS is an important Department of 
Justice (Department) information 
sharing project among its law 
enforcement components: Bureau of 
Prisons (BOP), Drug Enforcement 
Administration (DEA), Federal Bureau 
of Investigation (FBI), U.S. Marshals 
Service (USMS), and the Bureau of 
Alcohol, Tobacco, Firearms, and 
Explosives (ATF). Additionally, the 
customs and border security functions 
within the Border and Transportation 
Security (BTS) Directorate of the 
Department of Homeland Security 
(DHS) are using JABS. 

The JABS Program directly supports 
the President’s Homeland Security 
initiative by automating the booking 
process and providing a secure 
mechanism to rapidly and positively 
identify an individual based on a 
fingerprint submission to the IAFIS. The 
JABS Program is a multi-agency 
initiative that is not restricted to 
Department of Justice users. In June 
2004, the USMS added the Inter-Agency 
booking functionality to their 
Automated Booking System (ABS) to 
provide automated submission of 

booking packages for Federal law 
enforcement agencies that routinely 
bring their suspects to the USMS for 
booking. The strategic goal of the JABS 
Program is to facilitate electronic access 
to IAFIS for any Federal law 
enforcement agency/office that has a 
requirement to submit fingerprints to 
the FBI. 

Title 5 U.S.C. 552a(e)(4) and (11) 
provide that the public be given a 30- 
day period in which to comment on the 
revised system of records. The Office of 
Management and Budget (OMB), which 
has oversight responsibility under the 
Act, requires that it be given a 40-day 
period in which to review the system 
notice. 

Therefore, please submit any 
comments by October 17, 2006. The 
public, OMB, and the Congress are 
invited to send written comments to 
Mary Cahill, Management and Planning 
Staff, Justice Management Division, 
Department of Justice, Washington, DC 
20530 (Room 1400, National Place 
Building), (202) 307–1823. 

A description of the system of records 
is provided below. 

In accordance with 5 U.S.C. 552a(r), 
DOJ has provided a report on the 
revised system to OMB and the 
Congress. 

Dated: August 29, 2006. 
Lee J. Lofthus, 
Acting Assistant Attorney General for 
Administration. 

JUSTICE/DOJ–005 

SYSTEM NAME: 
Nationwide Joint Automated Booking 

System (JABS). 

SECURITY CLASSIFICATION: 
Sensitive but Unclassified. 

SYSTEM LOCATION: 
JABS Program Management Office, 

Department of Justice, Washington, DC 
20530 with data collection sites in 
multiple federal locations. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Alleged criminal offenders who have 
been detained, arrested, booked, or 
incarcerated. The remainder of this 
notice will refer to all persons covered 
by the System as ‘‘alleged criminal 
offender’’ or ‘‘arrestee’’. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Records may include certain generic 

or ‘‘common’’ data elements which have 
been collected by an arresting federal 
agency at its automated booking station 
(ABS). An agency may book an alleged 
criminal offender on behalf of another 
agency which performed the arrest. 

Such common data (certain data 
elements) have been identified by law 
enforcement as those case and 
biographical data routinely collected by 
the law enforcement community during 
the booking process, e.g., name, date 
and place of birth, citizenship, hair and 
eye color, height and weight, 
occupation, social security number, 
place, date and time of arrest and jail 
location, charge, disposition, any other 
pertinent information related to known 
activities relevant or unique to the 
subject. Finally, such data may include 
electronic fingerprints, mugshots, and 
pictures of applicable scars, marks, and 
tattoos. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

8 U.S.C. 1324 and 1357(f) and (g); 28 
U.S.C. 534, 564, 566; 5 U.S.C. 301 and 
44 U.S.C. 3101; 18 U.S.C. 3621, 4003, 
4042, 4082, 4086; 26 U.S.C. 7608; and 
Comprehensive Drug Abuse Prevention 
and Control Act of 1970 (Pub. L. 91– 
513), 21 U.S.C. 801 et seq. and 
Reorganization Plan No. 2 of 1973. 

PURPOSE: 

Nationwide JABS enables the conduct 
of automated booking procedures by 
participating law enforcement 
organizations and provides an 
automated capability to transmit 
fingerprint and image data to the 
Federal Bureau of Investigation’s (FBI) 
Integrated Automated Fingerprint 
Identification System (IAFIS), Justice/ 
FBI–009 Fingerprint Identification 
Records Systems (FIRS). JABS maintains 
a repository of common offender data 
elements for identification of arrestees 
by participating federal law enforcement 
organizations. JABS eliminates 
repetitive booking of offenders for a 
single arrest and booking, and thereby 
eliminates the need for duplicate 
bookings, i.e., the collection of much the 
same data by multiple agencies in 
prisoner processing activities involving 
such agencies from arrest through 
incarceration. In addition, JABS 
standardized booking data elements, 
enabling cross-agency sharing of 
booking information, enhancing 
cooperation among law enforcement 
agencies, and reducing the threat to law 
enforcement officials and the public by 
facilitating the rapid and positive 
identification of offenders. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Where necessary and/or appropriate, 
the DOJ may disclose relevant 
information from the JABS repository 
and may allow electronic access as 
follows: 
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